
We understand the importance of managing your IT Asset 
Disposition and Recycling your technology at the highest 
compliance standards; from a Data Security to an 
environmental stewardship perspective . 

Sensitive media is placed in a 
secured, locked bin. Seal number 
on bin is recorded.

Secure bin is transported in one of 
our box trucks to our processing 
facility for auditing.

Load is handled immediately after arriving 
on the dock. An audit report is generated. 
Hard drives and/or media are removed 
from devices and inventoried.

After the audit and inventory is done, 
the media is placed in a second 
secured bin awaiting destruction.

Sensitive media, and hard drives 
are shredded with our state-of 
the-art shredder.

A comprehensive report is 
generated. This includes a 

certificate of data destruction, 
a complete audit of the 
equipment processed, a 
social impact report, and 

environmental report.

Chain of Custody Process
For handling storage and sensitive media

TO MEET YOUR NEEDS

A PARTNER
ON MULTIPLE LEVELS

Data Security

Sustainability

Diversity

For more information visit: www.esmartrecycling.com

“The eSmart way”


